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Ms. Marlene H. Dortch
Office of the Secretary
Federal Communications Commission
445 12~ Street, SW
Suite TW-A325
Washington, DC 20554

Re: EB Docket No. 06-36

Dear Ms. Dortch:

Suite 200
1919 Pennsylvania Avenue NW
Washington, DC 20006-3402

Jame5 M. Smith
202.973.4288 tel
202.973.4499 lax

jamesmsmith@dwt.com

On behalf of Sunset Digital Communications, Inc., we are submitting herewith its
Annual 47 C.F.R. § 64.2009(e) CPN) Certification for Calendar Year 2009 in the
above-referenced proceeding.

Kindly address any questions concerning this submittal to the undersigned counsel.

Sincerely,

S WRIGHT TREMAlNE LLP
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J es M. Smith

cunsel for Sunset Digital Communications, Inc.
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AI1ltual47 C.F.R. § 64.2009(e) erNI Certification for 2009
EB Docket 06-36

Annual 47 CrR *64.2009(e) CrN I C:crtilicrnion for 20 I0 covering the prior calendar y~ar (2009)

Date IiIcd: March 1.2010

ame of company covered by this ccrtification: Sunset Digital Communicatiuns.lnc.

Foml 499 Filer ID: 826320

Ni:llllC of signatory: Ryan 13. Elswick

Title of signalory: Vice President and ChicrOpcri:lting Officer

I, Ryun B. Elswick, certify lhat I am an officer orillc company named above, and acting as an
agent of the company. thi:lt I have personal knowledge thaI Ihe company has established
opcnning procedures that are adequah: to ensure compliance wilh the requiremenls
Commission's CPNI rules. Sec 47 c.r.R. § 64.2001 el seq.

Aunchcd to this certilicntion is 'In accompanying statement cxplnining how the company's
procedures cnsure that the company is in compliance wilh the requiremellls (including those
mandaling the adoption ofCPNI procedures, training, recordkecping, llncl supervisol)' review)
SCI Jorth in seclion 64.200 I et seq. of the Commission's rules.

'nlC comp..'lny has not l"ken any actions (i.e.. proccedings instituted or petitions filed by a
l~ompl.lny al either Slate commissions. Ih(: court system, or at thl; Commission against dam
brok~rs) against daHl brokers ill the past year. We understand thm companies must report on any
inlonn<ltion that they have with respcct 10 Ihe processes prctexters arc using to attempt to access
CPNI, and whal steps companies arc laking to protect CPNI.

The comp;.Illy has not received any customer complaints in the past year cOllceming the
unnuthorizc-d release 01' CPNI.

The eompnny representS and w:urnnts that the above certification is consistent with 47.
C.F.R. § 1.17 whieh requires truthful and uceuratc statements to Ihe Commission. 'Ille
company also acknowledges that false statements and misrcprescnlaliolls to the Commission
arc punishable under Tille 18 arthc U.S. Code and may subject ilia enforcement action.

Attachment: Accompanying Stalement Explaining CPNI Procedures



SUNSET DIGITAL COMMUNICATIONS, INC.
STATEMENT OF CPNI OPERATING PROCEDURES

1. It is the policy of SUllset Digital Communications. Inc. (the "Compnny") not to usc. disclose,
or permit access to Customer Proprietary Network Information ("ePNI"). as delincd in the FCC's:
ruks. lor ilO)' purposes olher than the following, all of which <'.Ire permitted without customer
approval under FCC n1ks:

a. For tht: purpuSl.: of providing or marketing Company service ollerings among
cawgorics of service (i.e.. local. inlcrcxchangc) 10 which the cUSlomer already
subsi.:ribcs.

b. For the purpose of providing inside wiring installation, Illnintcnancc, and repair
services.

c. For the purpose of markcling "adjullcHo-basic" services.
d. For the purpose of prolCcting the rigills or propcny of the Company. or 10 protect

users of its servil:cs and olher carriers from fmud. abusive, or unlawful usc ofor
subscription 10 such serviccs.

2. Th~ Company has established a program (0 inform and train personnel lhallhc)' may not usc.
disclosl.:. or penn it aCCess 10 CPNI lor ,Illy purpose other than those sci lorth above. AI present,
the Company doeS!llil engage in Olllbound marketing llsing erN!. The Company has an express
disciplinary process in place to discipline violalions of its CPNI policy.

3. Because Ih~ COlllp<lIly d~s nOI use, disclose or permit aecess to erNI except as described
above. by definition. it does not need (0 maintain a record of sales and marketing campaigns that
use cuslomers' CPNl. or of inswnces where CPNI is disclosed to third parties. or where third
parties were allowed access to cr I.

4. Because the Company does nOllise CPNI except as described above, lhe Company docs not
utilize a notilicatioll and customer approval process (i.e.. an Opt-Out or Opt-In process). Irthe
Comp.:Il1Y changcs its marketing procedures. an npproprintc customer notilication process will be
institutcd.

5. The Company provides no online customer access of any kind.

6. Since th~ Company docs not provide telephony services. but only data transport, customers
who contnct tht: Company via inbound calls nn; nOl able to access C'"dll dClail information.

7. Customers who present th~msclves at the Company's retaillocatiOIl and who requcst CPNI
are nsked for proper photographic identification (i.c., statc issllcd driver's license or the
equivalent). CPNI will be disclosed only if the ellstomer prcsents valid photo ID matching the
customer's accoullt inf'i.lflllatioll.

8. The Company has not detected any unauthorized access to ePNI. ~ilhcr by employc:es.
prctcxters or other third parties. The Company did not receive any customer complaints
n.:garding CPNI in 2009.



9. The Company willnolil"y the customer immediatcly if the custonlt:r's address orrecord is
crcated (except <II the timc ofservice initialion) or ch<lnged. This notilication is made by mail 10
Ihe customer's pre·cxisting address orreeord. and docs not reveal the changed information.

10. In the event of lIny br~ach of a customer's ePNI as described in section 64.20 II of the FCC
rules. the Company will. as soon as practicable and in all events within seven (7) days of
detcrmination of the breach. nOlily law enforcement through hHp://www.fcc.gov/eb/cpni,and
subsequently notify the cllslomcr(s), in accordance with the procedures and in the sequence
prescribed by that rule scction. The Company will maintain a record of any such breaches and
nOlificiitions lor at least IwO (2) years.

II. The Comp.1ny hilS in place a supervisory review process regarding compliance with its CPNI
policy.


